**GRUPOS DE APRESENTAÇÕES
De 18/02 à 21/02/2013 ou de 25/02 à 28/02/2013.**

**1.** **Organização da Segurança da Informação**

 **A Norma NBR ISO/IEC 17.799:2005 – Parte 1**

 **A Norma NBR ISO/IEC 17.799:2005** **– Parte 2**

**2.** **Modelo de Gestão Corporativo de Segurança: Gestão e Governança**

 **COBIT**

 **ITIL**

 **Governança de Segurança da Informação para Infraestrutura Cibernética da
 Administração Pública**
**3. Segurança no Desenvolvimento de Software

 Aspectos sobre segurança no Desenvolvimento de Software**

**4. Auditoria em Sistemas de Informação**

      **Fundamentos em Auditoria da Informação e Metodologia de Auditoria

 Ferramentas de Auditoria de SI

 Auditoria de SI em Produção**

**5.** **Política de Segurança**

**6. Auditoria de Segurança em Ambiente Cooperativo:**

 **Metodologias de Testes de Invasão**
**7. Ferramentas de Avaliação: Monitoramento ou Ataque**

 **Distribuições de Segurança:  Backtrack

8. Ferramentas para Auditoria de Banco de Dados

9. Formas de Ataques e Autenticação**
 **Ferramentas de Autenticação:  TACACS+ ou RADIUS

 Fishing**

**10. Sistemas de Defesa**
 **Sistemas de Detecção de Intrusão (IDS)

 Segurança da Informação em Redes Sociais**

 **Aspectos Éticos envolvendo Spiders/WebCrawlers

 Aspectos Jurídicos relativos à Segurança**